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Description of Participants’ Drawings

The original mental model drawings of the individual participants were handwritten and in German. In order to ensure
participants’ anonymity we transcribed all drawings. Additionally, they were translated in English. The details to our study can
be found in our paper.1
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